
 

 

PRIVACY POLICY 

https://heartbiotech.co.uk/ respects your privacy and is committed to protecting your personal data. 
This privacy policy will inform you as to how we look after your personal data when you visit our website 
(regardless of where you visit it from) and tell you about your privacy rights and how the law protects 
you.  

 

Who are we? 

Depending on the service provided, HEART BIOTECH HOLDINGS LIMITED (collectively referred to 
as "we", "us" or "our" in this privacy policy) may act as a data processor, a joint data controller or a data 
controller in our own right to manage and improve the service.  

If you have any questions about this privacy policy or our privacy practices, please contact our data 
privacy manager in the following ways: 

Full name of legal entity: HEART BIOTECH HOLDINGS LIMITED 

Email address: francisw@heartbiotech.co.uk 

Postal address: Heart Science Centre, Hill End Road, Harefield, UB96JH 

 
This policy was last updated on 2025-02-03. 

How do you use my data? 

● When you create and log into your account we will collect your name, email address, 
phone number, address, company name and address (if applicable) and your payment details. 
We collect this in order to take steps to enter into a contract with you and allow you to purchase 
our services. 

● When you sign up to receive our news updates. We will collect your name and email 
address to provide you with our news updates in line with any preferences you have told us 
about. When we send you our news updates because you have opted-in to receive them, we rely 
on your consent to contact you.  

You can unsubscribe from our updates at any time by responding to any email you receive from 
dus to tell us you wish to unsubscribe or by emailing francisw@heartbiotech.co.uk.  

● When you contact us either by phone, email, via our 'contact us' page or via social media, we 
will usually collect your name, social media handle and contact details, because it’s in our 
legitimate interest to make sure we can properly respond to your query. 

● When you use our website and consent to our use of cookies we will collect 
information about how you use our website. We use this information to improve our website 
and to better understand how people use it. More detail on the information we collect and how 
we do this is set out in our Cookie Policy. 

● If our business is sold. We process your personal information for this purpose because we 
have a legitimate interest to ensure our business can be continued by the buyer. If you object to 
our use of your personal information in this way, the buyer of our business may not be able to 
provide services to you. 

Who do you share my data with? 

● Business partners, suppliers and subcontractors for the performance of the contract 
we enter into with them or you.  

● Regulators/ Authorities/ Enforcement Agencies if we are under a duty to disclose or 
share your personal data in order to comply with any legal obligation, or in order to enforce or 
apply our terms of use and other agreements; or to protect the rights, property, or safety of our 



 
 

clients or others. This includes exchanging information with other companies and 
organisations for the purposes of fraud protection. 

● Prospective buyers of our business under our legitimate interest to ensure our business 
can be continued by the buyer. 

Where do you store my data? 

We store your data on third party servers which are based in UK. 
 
When working with third parties we may need to transfer your personal data outside of the UK and / or 
EU. 
 
Whenever we transfer your personal information outside of the UK and the EU, we ensure it receives 
additional protection as required by law. To keep this policy as short and easy to understand as possible, 
we haven’t set out the specific circumstances when each of these protection measures are used. You can 
contact us using the details above for more information on this. 
 
How long do you keep my data for? 

We will only retain your personal information for as long as we need it unless we are required to keep it 
for longer to comply with our legal, accounting or regulatory requirements.  
 
In some circumstances we may carefully anonymise your personal data so that it can no longer be 
associated with you, and we may use this anonymised information indefinitely without notifying you. 
We use this anonymised information to improve the way we work and our services. 
 
What are my rights under data protection law? 

You have the right to: 

● Request access to your personal data (commonly known as a "data subject access request"). 
This enables you to receive a copy of the personal data we hold about you and to check that we 
are lawfully processing it. 

● Request correction of the personal data that we hold about you. This enables you to have any 
incomplete or inaccurate data we hold about you corrected, though we may need to verify the 
accuracy of the new data you provide to us. 

● Request erasure of your personal data. This enables you to ask us to delete or remove personal 
data where there is no good reason for us continuing to process it. You also have the right to ask 
us to delete or remove your personal data where you have successfully exercised your right to 
object to processing (see below), where we may have processed your information unlawfully or 
where we are required to erase your personal data to comply with local law. Note, however, that 
we may not always be able to comply with your request of erasure for specific legal reasons 
which will be notified to you, if applicable, at the time of your request.  

● Object to processing of your personal data where we are relying on a legitimate interest (or 
those of a third party) and there is something about your particular situation which makes you 
want to object to processing on this ground as you feel it impacts on your fundamental rights 
and freedoms. You also have the right to object where we are processing your personal data for 
direct marketing purposes. In some cases, we may demonstrate that we have compelling 
legitimate grounds to process your information which override your rights and freedoms.  

● Request restriction of processing of your personal data. This enables you to ask us to suspend 
the processing of your personal data in the following scenarios:  

● If you want us to establish the data's accuracy. 

● Where our use of the data is unlawful but you do not want us to erase it. 

● Where you need us to hold the data even if we no longer require it as you need it to 
establish, exercise or defend legal claims.  



 
 

● You have objected to our use of your data but we need to verify whether we have 
overriding legitimate grounds to use it.  

● Request the transfer of your personal data to you or to a third party. We will provide to you, or 
a third party you have chosen, your personal data in a structured, commonly used, machine-
readable format. Note that this right only applies to automated information which you initially 
provided consent for us to use or where we used the information to perform a contract with 
you.  

● Withdraw consent at any time where we are relying on consent to process your personal data. 
However, this will not affect the lawfulness of any processing carried out before you withdraw 
your consent. If you withdraw your consent, we may not be able to provide certain products or 
services to you. We will advise you if this is the case at the time you withdraw your consent. 

 
You also have the right to lodge a complaint with us or the Information Commissioner's Office, the 
supervisory authority for data protection issues in England and Wales. If you are based in the EU you 
can find your relevant supervisory authority here. 
 
Please keep in mind that privacy law is complicated, and these rights will not always be available to you 
all of the time. 
 
Do we review this policy? 
 
We keep our privacy policy under regular review. 
 
It is important that the personal data we hold about you is accurate and current. Please keep us informed 
if your personal data changes during your relationship with us. 
 
 

https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm

